
THE IMPACT
REMOTE WORKING

SECURE YOUR REMOTE  
WORKERS WITH CENSORNET

Remote working and it’s rapid adoption has created an increased risk for organisations - now 
is the time to make sure you are enabling your people to work securely from anywhere. 

Scalable, cost-effective and easy to implement, the Censornet Platform intelligently integrates 
email and web security, cloud application security (CASB) and adaptive multi-factor 

authentication (MFA), managed through a single intuitive UI, to simplify management without 
compromising on security.

Web application breaches account for 
43% of all breaches and have doubled 
since 2019. [Verizon]
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55% of businesses in the UK suffered 
a phishing attack, while a third (36%) 
were on the receiving end of a 
ransomware attack. [ITproportal]

The sum remote work has increased the average cost of a data breach by. [IBM]

75% had identified employees 
engaging in unproductive activity 

on the web such as streaming 
media or visiting adult sites. 

[Censornet]

76% of remote workers say 
working from home would 
increase the time to identify 

and contain a breach.
[IBM]

77% of remote employees
used unmanaged and insecure 
BYOD (bring your own devices) 
to access the corporate network. 

[CyberArk Survey]

86% agreed email security threats 
are more sophisticated. Trust in 

the inbox has dipped, particularly 
for high value targets who face an 

onslaught of CEO and Invoice Fraud 
[Censornet]

33% of users have downloaded a 
personal application without approval 
from management or IT. [TechRepublic]

46% have already noted an 
increase in phishing attacks since 
implementing a policy of widespread 
remote working. [SMEweb]

74% plan to permanently shift 
employees to remote work after 
the Covid-19 crisis ends. [Gartner]

85% of all respondents reported that 
cybersecurity is extremely important or more 

important than before the pandemic. [Cisco]
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70% of CISOs and security 
buyers forecast cybersecurity 
budgets will shrink in 2021, 

but still plan to request a 
significant budget increase. 

[McKinsey]

8%
Worldwide organisational 

cybersecurity spend is 
expected to decrease by 

8% in 2020. 
[Statista]

70%50%
50% of infosec 

professionals had no 
contingency plan to face 
the Covid-19 pandemic 

[Bitdefender]

Remote working is here to stay – the way we work has changed 
forever – cloud transformation wasn’t even on many businesses’ 

agendas, yet the transition happened almost overnight.

With the speed of change the landscape has shifted and we’ve 
compiled some of the key stats you need to know.

KEEPING YOU UP AT NIGHT?
In Censornet’s mid-lockdown survey security professionals were concerned about:

49% 40% 37% 33%
Data Loss Unauthorised 

access
ATO Downtime 

impact

FIND OUT MORE AT WWW.CENSORNET.COM

SO WHAT’S THE STATE OF PLAY?


